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Abstract of the contribution: this paper gives a solution for supporting the Non-Public Network as a set of slices.  
1
Analysis
In 5GS, the Network Slice is defined within a PLMN and shall include the Core Network Control Plane and User Plane Network Functions. Network slices may differ for supported features and network functions optimisations, in which case such Network Slices may have e.g. different S-NSSAIs with different Slice/Service. Consequently, the Network Slice can naturally be applied to the Non-Public Network case, which has its own supported features and network functions optimisations. 
For the service continuity and roaming with a Public PLMN Network, on one hand, the slice (Non-Public Network) belongs to the HPLMN and so it can be implemented as a whole PLMN meshed slice, or else, the NPN data service is not available when UE moves out of the validity area of NPN slice in the HPLMN; on the other hand, , the service continuity and roaming between the Non-Public Network slice and VPLMNs can be supported as described in clause 5.15.6 “Network Slicing Support for Roaming” of TS 23.501.
Observation1: the Non-Public Network can be implemented as a set of slice of a Public PLMN Network.
However, the Non-public Network may have some special requirements as followings: 

· Self-Management  of Users: Open/cancel/update a user subscription.

· Security & Privacy: the Private Network may want to have its own User Privacy, control the user authentication, key management, authorization.

· Service management: control and enforce the specific PCC rules for the service data.
Observation2:  some enhancements to the architecture may be required to fulfil the requirements of the Non-Public Network when implemented as a set of slices.
Considering above requirements, the current network slice shall be enhanced, i.e. apply the dedicated UDM to maintain the NPN specific subscription data, AUSF to perform NPN specific authentication, and PCF to enforce the NPN specific PCC rules.
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Figure1

Based on above architecture assumption, the following solution depicts how the UE access to the Non-Public Network slice:
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 Figure 2

Step 1: if the Non-Public Network data service is triggered, UE initiates the registration request (PLMN GUTI, SUCI, Non-Public Network parameters) to access into the Non-Public Network slice.  The NPN parameters may include the NPN SUCI and NSSAI to select and access the Network Slice for Non-Public Network.
Editor’s Note: the NPN SUCI and PLMN SUCI can be same or different. From the AMF perspective, after this successful registration procedure, the NPN SUCI and PLMN SUCI will be correlated with each other and stand for the same UE.

Step 2-5: the same steps of the current procedure in TS 23.502 are used to register to the public PLMN for PLMN data services.

Editor’s Note: if the Operator trusts the NPN slice and the UE does not need PLMN data services, the registration request may only include the NPN parameters (e.g. NPN SUCI and PLMN SUCI). In this case, the Step2-5 can be skipped.
Step 6: the AMF select a Network Slice for the Non-Public Network, e.g. by the NPN SUCI, NSSAI and AMF local policy. Then AMF also selects the UDM-NPN and AUSF-NPN by the assistance of NRF.
Step 7: the Network Slice specific authentication as concluded by FS_eNS can be used, which may include the authentication/authorization and key negotiation for control plane and user plan. 
Step 8: the AMF gets the UE subscription data from the UDM-NPN. The UDM-NPN may only exposure some part of UE subscription data to the AMF.
Step 9: the AMF creates the UE context for Non-Public Network and associate it with the UE context for Public PLMN.
Step 10: the AMF sends the Registration Accept to UE. Then UE can initiate the PDU Session Establishment procedure toward the Non-Public Network slice.
4
Text Proposal
It is proposed to add the following architecture assumption in TR 23.734.
******************* Beginning of Changes *******************
6.x
Solution #x: Supporting the Non-Public Network as a set of slices
6.x.1
Architecture and Principles
The solution addresses key issue #6: “Accessing PLMN services via non-public networks and vice versa”, it assumes that the Non-Public Network is a slice of a Public PLMN Network and the slice enhancement is needed to meet some special requirements of Non-Public Network: 

· Self-Management of Users: Open/cancel/update a user subscription.

· Security & Privacy: the Non-Public Network may want to have its own User Privacy, control the user authentication, key management, and authorization.

· Service management: control and enforce the specific PCC rules for the service data.
Considering above requirements, the current network slice shall be enhanced, i.e. apply the dedicated UDM, AUSF, and PCF for the NPN slice.
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Figure 6.x.1-1
The solution is based on the following principles:
-
The Non-Public Network is a slice of a Public PLMN Network.
-
The NG RAN node resource and AMF are owned by operator, but the Non-Public Network should deploy its dedicated UDM, AUSF, and PCF into the network slice.
-
The UE should access into the Non-Public Network (using the credential needed for Non-Public Network) firstly before it initiating the data service of Non-Public Network.
-
The Non-Public Network may have its own User Privacy, control the user authentication/authorization, and manage its own key for CP and UP security.
-
The Non-Public Network may control and enforce its own PCC rules for its service data.
6.x.2
Registration Procedures

Based on above architecture assumption, the following solution depicts how the UE accesses to the Non-Public Network slice:
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 Figure 6.x.2-1
Step 1: if the Non-Public Network data service is triggered, UE initiates the registration request (PLMN GUTI, PLMN SUCI, Non-Public Network parameters) to access into the Non-Public Network slice.  If there is available PLMN GUTI, the PLMN SUCI is used. The NPN parameters may include the NPN SUCI and NSSAI to select and access the Network Slice for Non-Public Network.
Editor’s Note: the NPN SUCI and PLMN SUCI can be same or different. From the AMF perspective, after this successful registration procedure, the NPN SUCI and PLMN SUCI will be correlated with each other and stand for the same UE.

Step 2-5: the same steps of the current procedure in TS 23.502 are used to register to the public PLMN for PLMN data services.

Editor’s Note: if the Operator trusts the NPN slice and the UE does not need PLMN data services, the registration request may only include the NPN parameters (e.g. NPN SUCI and PLMN SUCI). In this case, the Step2-5 can be skipped.
Step 6: the AMF select a Network Slice for the Non-Public Network, e.g. by the NPN SUCI, NSSAI and AMF local policy. Then AMF also selects the UDM-NPN and AUSF-NPN by the assistance of NRF.
Step 7: the Network Slice specific authentication as concluded by FS_eNS can be used, which may include the authentication/authorization and key negotiation for control plane and user plan. 

Step 8: the AMF gets the UE subscription data from the UDM-NPN. The UDM-NPN may only exposure some part of UE subscription data to the AMF.
Step 9: the AMF creates the UE context for Non-Public Network and associate it with the UE context for Public PLMN.
Step 10: the AMF sends the Registration Accept to UE. Then UE can initiate the PDU Session Establishment procedure toward the Non-Public Network slice.
6.x.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.x.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
******************* End of Changes *******************
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